
 
Privacy Policy 
This Privacy Policy aims to provide informa5on on how we collect, store, and protect your 
personal data, including cookies. You will also learn about your rights. The Policy also fulfills 
the informa5on obliga5on arising from Ar5cles 13 and 14 of Regula5on (EU) 2016/679 of the 
European Parliament and of the Council of 27 April 2016 on the protec5on of natural persons 
with regard to the processing of personal data and on the free movement of such data and 
repealing Direc5ve 95/46/EC (GDPR). 
Please carefully review the content of this Privacy Policy before using the service available at 
the *.tatox.app domain (hereinaTer the "Service"). 
 
1. Who processes my personal data? 
The data controller is Ne5on Patryk Pisany, hereinaTer referred to as the "Controller," who 
can be contacted at: tatox@tatox.app. 
 
2. For what purposes is my personal data processed? 
Your personal data, such as: 

• Business email address, phone number, and company name are processed to: 
o Prepare a quote for our services at your request. 
o Provide you with informa5on, such as about our services, at your request. 
o Schedule a mee5ng and present our solu5ons. 
o Enable us to contact you and respond to your inquiries. 
o Enter into an agreement for crea5ng an account and providing services 

through the Service. 
• Email address and first name are processed for sending you marke5ng informa5on in 

our newsle\er, provided you have given your explicit, separate consent to receive it. 
• IP address and cookies or similar technologies are processed as described below. 

 
3. On what basis can the Controller process my personal data? 
The Controller processes personal data based on specific legal provisions: 

• When we pursue so-called legi5mate interests, such as handling your inquiry and 
responding to it, preparing a quote, scheduling a mee5ng, presen5ng services, 
repor5ng Service issues, etc. – Ar5cle 6(1)(f) GDPR. 

• When you enter into a Service use agreement, including agreements for tes5ng – 
Ar5cle 6(1)(b) GDPR. 

• When you are asked to consent to data processing for the newsle\er service – Ar5cle 
6(1)(a) GDPR. 

• If you consent to the use of cookies, including by not adjus5ng browser sebngs – 
Ar5cle 6(1)(a) GDPR. 

 
4. How long is my data stored? 
Personal data is processed and stored for as long as necessary to achieve the purpose for 
which it was collected or to comply with legal obliga5ons. Therefore, the reten5on periods 
vary depending on the processing purpose: 

1. Data collected through the contact form for informa5on or other purposes – for the 
dura5on of the contact but no longer than one year aTer the contact ends. 



2. Data for entering into a service agreement, including trial agreements – for the 
dura5on of the agreement or trial period. 

3. Data for sending marke5ng informa5on, including newsle\ers – un5l consent is 
withdrawn. 

Personal data will also be processed for periods provided for by law to address or secure 
poten5al claims. 
 
5. AutomaDc InformaDon CollecDon – Policy on Cookies and Similar Technologies 
5.1. IP Addresses 
An IP address is a number assigned to a user's computer when connec5ng to the Internet, 
enabling communica5on between the computer and the server. IP addresses of users visi5ng 
the site may be logged for Service security, diagnos5cs, and Service performance evalua5on 
purposes. 
5.2. Cookies 
A. What are cookies, and can they be disabled? 
Cookies are files placed on your computer or Internet-connected device by our Service 
during each visit, allowing our Service to remember your device and serve mul5ple purposes. 
While most web browsers allow cookies by default, you can disable this in your browser 
sebngs (usually under "Tools" or "Preferences"). You can also delete cookies at any 5me. 
Note, however, that disabling cookies may prevent you from using all features of our Service. 
More informa5on about managing cookies is available in your browser’s Help sec5on or at 
websites such as www.wszystkoociasteczkach.pl. 
B. Why do we use cookies? 
Cookies serve various func5ons, facilita5ng naviga5on on the Service and storing informa5on 
about your preferences to display appropriate content and improve the quality of our 
services. 
We use cookies to: 

• Manage your preferences and improve Service func5onality, including storing 
informa5on about your browsing history and visit dura5on. 

• Analyze Service availability, usage, and performance to maintain, operate, and 
enhance our services. 

• Gather sta5s5cal data about the number of users visi5ng the Service. 
• Support marke5ng efforts. 

C. What types of cookies and technologies do we use? 
The Service uses two main types of cookies: "session" cookies (temporary files deleted aTer 
logging out or closing the browser) and "persistent" cookies (stored un5l manually deleted or 
aTer a specified period). 
Examples of cookies used in the Service: 

• "Necessary" cookies for authen5ca5on and essen5al Service features. 
• "Performance" cookies to collect data on how the Service is used. 
• "Func5onal" cookies to store user preferences, such as language, region, font size, or 

website appearance. 
The Service may include links to third-party websites or applica5ons, which may use their 
own cookies. We are not responsible for third-party cookies, and each linked website or app 
may have its own cookie policy. Please review them before use. 
D. Third-party Cookies and Plug-ins 

http://www.wszystkoociasteczkach.pl/


Third par5es like ad networks or analy5cs providers may use cookies or similar technologies 
to gather data about your Service visit. We do not control these third-party cookies. For 
example: 

• Analy5cal service providers such as Google Analy5cs and Facebook Analy5cs use 
cookies to provide insight into Service performance. 

More details are available here: 
• Google Partner Sites 
• Facebook Privacy Update 

E. How can you manage or block cookies? 
Your browser typically provides sebngs for rejec5ng or managing cookies. Examples of 
guides for popular browsers: 

• Google Chrome 
• Mozilla Firefox 
• Safari 
• Opera 

 
6. Sharing Personal Data with Other EnDDes 
We share personal data with other en55es when necessary for Service opera5on or as 
required by law. Data may be disclosed to employees, collaborators, or external providers to 
fulfill user requests or provide services. 
For providers outside the EEA, par5cularly in the USA, we ensure proper data security 
guarantees through mechanisms like the Privacy Shield or standard contractual clauses. 
 
7. Your Rights 
You can request updates, correc5ons, or dele5on of your personal data by contac5ng us at 
tatox@tatox.app. Under GDPR, you also have rights to: 

• Access your data, including obtaining copies. 
• Correct inaccuracies. 
• Request dele5on ("right to be forgo\en"). 
• Restrict processing. 
• Object to processing. 
• Data portability. 
• Withdraw consent at any 5me (without affec5ng prior lawful processing). 
• File complaints with supervisory authori5es. 

 
8. Data Security 
We implement measures to secure personal data from unauthorized access, misuse, or 
destruc5on. Only authorized individuals have access to user data, and they are required to 
maintain confiden5ality. 
 
9. Privacy Policy Changes 
We may update this Policy to reflect changes in our prac5ces. The update date will be noted 
at the top of the document. Please review this Policy regularly. 
 
10. QuesDons About the Privacy Policy 
For any ques5ons about this Privacy Policy, contact us at tatox@tatox.app. 
 

https://www.google.com/policies/technologies/partner-sites/
https://www.facebook.com/about/privacy/update
https://support.mozilla.org/en-US/kb/enable-and-disable-cookies-website-preferences
https://support.apple.com/guide/safari/manage-cookies-and-website-data-sfri11471/mac
https://www.opera.com/help/tutorials/security/privacy/

